The IEEE International Workshop on Security in Computers, Networking and Communications (SCNC) is an international forum for researchers, developers, and practitioners to demonstrate new ideas, techniques, and tools on secure and usable computer and communications systems and user privacy, new threats to confidentiality, integrity, and usability of computer and communications systems and user privacy, for users to exchange their experience in new tools and techniques that lead to improvement of security, integrity, and usability of computer and communication systems. The workshop welcomes academia, government, industry, and contributing individuals to submit unpublished papers in theoretical and practical aspects of computer and communications security. Original, unpublished contributions are solicited in ALL security aspects of computers, networking and communications. Possible topics of interest include, but are not limited to:

### Program Co-Chairs

- **Computer System Security**
  - Hui Chen (Virginia State Univ.), US

- **Commun. and Networking Security**
  - Xu Li (INRIA Lille – Nord Europe), FR

- **Privacy and Trust**
  - Rongxing Lu (Univ. of Waterloo), CA

- **Information Security Technology**
  - Bo Sun (Lamar Univ.), US

### Publicity Co-Chairs

- Zhenfu Cao (SJTU), CN
- Nei Kato (Tohoku Univ.), JP
- Xiaohui Liang (Univ. of Waterloo), CA
- Haifeng Qian (ECNU), CN

### IMPORTANT DATES:

- **Paper submission:** Jan. 3, 2011
- **Author notification:** Feb. 15, 2011
- **Camera ready:** Mar. 15, 2011

Papers must not exceed 6 single-spaced and two-column pages using at least 10 point size type on 8.5 x 11 inches pages, and must be formatted in strict accordance with the IEEE Communications Society author guidelines. Submissions are being considered with the understanding that they describe original research, neither published nor under review elsewhere. Accepted papers will be published in the IEEE Digital Library after the conference and included in INFOCOM 2012 proceedings. **Selected best papers will be invited to a journal special issue.**

For further information, please refer to the site [http://bbcr.uwaterloo.ca/~rxlu/scnc/](http://bbcr.uwaterloo.ca/~rxlu/scnc/), or contact the program co-chairs.